
ReSupply Patient Portal Privacy Notice 

Date: September 18, 2018 

In this Privacy Notice “we”, “our”, “us” and “ResMed” refer to:  

ResMed Corp., a Delaware corporation, headquartered in 9001 Spectrum Center Blvd. San Diego, CA 

92123 United States, to the extent that your usual place of residence when you download the Service is 

North, South and Central America;  

We are committed to responsibly handling and protecting the personal data we process under the 

direction of our customers, your health or home medical equipment provider, for the use of the 

ReSupply Patient Portal (“ReSupply”).  

To access or update your information, please browse to your profile page or contact our customer, your 

health or home medical equipment provider.  

If you do not wish to continue using ReSupply, please contact our customer, your health or home 

medical equipment provider.  

How we protect your Personal Data  

ResMed employs a number of different security controls to protect your data and to comply with 

applicable data protection laws. For example, we use encryption to protect your personal data, both 

when in transit as you use the Service and at rest in the servers we use. Despite the security measures 

employed by ResMed, however, you should be aware that it is impossible to guarantee absolute security 

with respect to information sent through the Internet.  

We recommend you to take every precaution in protecting your personal data when you are on the 

Internet. For example, change your passwords often, use a combination of letters and numbers when 

creating passwords, and make sure you use a secure browser.  

If ResMed confirms that your personal data has been subject to a data breach, ResMed will follow 

instructions provided by our Customers.  

Questions or comments?  

Should you have any privacy-related questions or comments related to this Service, please engage your 

health or home medical equipment provider. 


